Infor core values

What we do

Mission - We deliver beautiful business applications in the cloud, with deep industry functionality and scientific insights.

Why we do it

Purpose - We make work meaningful with beautiful, effective and engaging experiences.

Infor employees have:

- A sense of urgency

- A passion for customer success

- A thirst for innovation
  Be curious. Be a change agent. Some ideas will prove out, and other will not. Fail fast. Iterate. Stay ahead of technology.

- A focus on results
  Never ignore results and facts. Learn and adjust. Focus on quality in all that you do. Do more of what works, less of what is not working. Invest your time in value creation. Act like an owner with an adaptive, entrepreneurial spirit.

- A sense of community
  Show compassion and caring for others. Be socially responsible. Be inclusive.

Watch the Our Values video >
Infor community

Corporate citizenship
Deep commitment to social responsibility
Infor strives to give back to the local communities where our employees live and work. We support a variety of important causes and organizations—including Habitat for Humanity, UNCF, and the Leukemia & Lymphoma Society—both financially and through the volunteer efforts of our employees.

Education Alliance Program
Innovative learning initiatives for tomorrow’s tech force
Infor aims to shrink the STEM skills shortage in the workforce and increase diversity in the tech industry by partnering with educational institutions to help students and professionals develop proficiency using our innovative software and learning platforms, and through hands-on internships.

Women at Infor
Empowering women to shape the tech industry
Infor is working to close the gender gap in tech—at all levels and in all roles. One way we’re getting there is through Women’s Infor Network (WIN), a program focused on recruiting, mentoring, and supporting Infor women and cultivating their talents into leadership positions.
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INTRODUCTION

Our code governs all of our business-related decisions and actions, whether in the boardroom, in our offices, working remotely or out in the field with our customers.

Purpose of our code

The Infor Global Code of Ethics and Conduct is designed to help you navigate ethical dilemmas and business conduct issues that you may encounter in the course of your work for Infor. While no single policy could address every potential scenario, the list of topics our code covers includes those that are most relevant to a growing company like ours with operations across the globe. Our code is also here to remind you of when and how to raise a concern or ask a business conduct or ethics-related question if you ever find yourself in need of some additional guidance.

All Infor employees, officers, and directors (collectively “Infor representatives”) must read and adhere to our code. From time to time, we may also share our code with non-employees, contractors, suppliers, service providers and third-party intermediaries so that they better understand the principles that drive our business and our ethical standards.

Responsibility of managers & supervisors

The culture of an organization influences our actions. Managers, supervisors and leaders have a particular responsibility to ensure that our values as a company and the principles outlined in our code are embraced and followed. Preserving the right culture takes more than just telling employees to follow the rules; it requires leading by example.

Ultimately, each one of us is individually responsible for acting ethically and being a steward of Infor’s brand and reputation.

How & where to seek guidance

If you have questions about our code or are ever unsure of the right course of action in a situation, it is always best to reach out to someone else in the company who can help you think through your approach.

Your manager, Compliance & Ethics, Human Resources, and the Legal Department are all available to answer your ethics and business conduct-related questions and to assist with interpreting our code. With limited exceptions based on local legal requirements, you also have the option of seeking guidance anonymously through Infor’s Compliance & Ethics Hotline.

Infor representatives who observe, learn of, or, in good faith, suspect a violation of this code or other wrongdoing that affects Infor have an obligation to speak up and report the concern as soon as possible. Various methods of reporting are available, as listed at the end of our code.
Anti-retaliation policy
Retaliation in any form against an individual for good-faith reporting of known or suspected violations of our code, even if the report is mistaken, for participating in an investigation related to potential misconduct, or for refusing to violate our code, may itself be a violation of law and is a serious violation of our code. Any alleged act of retaliation must be reported immediately to the Global Chief Compliance & Ethics Officer and the Legal Department. If determined to have in fact occurred, any act of retaliation will result in appropriate disciplinary action, which may—subject to local legal requirements—include termination of the Infor representative.

Any Infor representative confronted with a situation that he or she believes may violate or lead to a violation of our code or the laws or regulations governing our business should follow the compliance procedures described in the section entitled “Reporting of violations” below without fear of reprisal.

Our code’s relationship to other Infor policies
Our code should be read in conjunction with Infor’s other related policy documents. Our code supplements, but does not supersede, any contractual obligation any person may have under the terms of any agreements with Infor. Our code is not intended to create any employment or agency relationship, or contract (express or implied) with any person, including, without limitation, any employment or consulting contract, or to constitute any promise that a person’s employment or consulting arrangement will not be terminated except for cause.
SECTION 1

WORKPLACE CONDUCT

Maintaining a safe, healthy, and inclusive workplace is a priority for Infor.

Discrimination

The diversity of Infor representatives is a tremendous asset. Infor is firmly committed to providing equal opportunity in all aspects of employment and will not tolerate illegal discrimination of any kind. Examples of conduct that will not be tolerated include discrimination based on race, color, religion, creed, national origin, place of birth, citizenship, ancestry, sex, gender, transgender status, gender identity and gender expression, sexual orientation, age, physical or mental disability or condition, genetic information, veteran or military status, marital status, family and medical leave status, pregnancy, childbirth and related conditions (including, without limitation, lactation or the need to express breastmilk for a nursing child) or any other legally protected category.

Harassment

Infor is also committed to providing a work environment free of unlawful harassment. Harassment includes any verbal or other conduct that may be received as offensive, intimidating or disparaging to any individual or group.

Conduct that could be considered unlawful harassment includes but is not limited to: slurs; derogatory and/or sexually-oriented jokes, comments or displays; discussion or inquiries about one’s own or someone else’s sexual activities; unwelcome sexual advances, propositions, flirtations, invitations, or comments; physical conduct including assault, unwelcome touching, gestures, intentional blocking of normal movement or interfering with work, or other conduct directed toward a person due to their gender, race, or any other protected status; and threats and demands to submit to sexual requests as a condition of continued employment, advancement or to avoid some other loss, and offers of employment benefits in return for sexual favors.

Please see Infor’s Anti-discrimination & Harassment Policy for further details on the company’s approach to addressing these very important issues.

Health, safety & the environment

Infor strives to provide each Infor representative with a safe and healthy work environment. Each of us has responsibility for maintaining a safe and healthy workplace for all Infor representatives by following safety and health rules and practices and promptly reporting accidents, injuries and unsafe equipment, practices or conditions.

It is also Infor policy to comply with both the letter and spirit of all applicable environmental laws and regulations.
Substance abuse

Infor representatives should report to work in condition to perform their duties, free from the influence of illegal drugs or alcohol. The use of illegal drugs or abuse of legally prescribed drugs in the workplace is strictly prohibited. Responsible consumption of alcohol at company functions and while entertaining customers is permissible.

Bullying & workplace violence

Infor has a zero-tolerance policy with regard to bullying and workplace violence. Infor representatives are prohibited from engaging in any conduct intended to cause another individual to feel threatened or otherwise unsafe. Physical violence, verbal assaults, intimidation, cyberbullying, or other hostile acts have no place at Infor. Infor prohibits the unauthorized possession and/or use of weapons by any Infor representative while at work, on company property, or while on company business.

Q

“I overheard one of my colleagues making inappropriate statements about the way another colleague dressed for a client meeting. Some of the things I heard struck me as really offensive but I worry that maybe I’m just being sensitive, what should I do?”

A

Every Infor representative should strive to ensure that our workplace is one in which everyone feels respected and comfortable. Chances are if something you see or hear makes you uncomfortable, it has the potential to do the same for your colleagues. In this instance, if you feel comfortable addressing your concerns directly with your colleague who made the comment, you should. If you don’t feel comfortable doing that, you should absolutely share your concerns with your manager, HR, or Compliance & Ethics.
SECTION 2

BUSINESS CONDUCT

Infor seeks to conduct its business fairly, in good faith, with integrity, and in compliance with the letter and the spirit of the law.

Compliance with laws

Given Infor’s global footprint, the company is subject to a variety of laws and regulations, many of which are complex and constantly evolving. Infor is also subject to and committed to complying with a number of financial and environmental regulations.

Infor’s approach is simple: the company will comply with all applicable laws and regulations.

No Infor representative may violate or direct any other individual or entity to violate any law or regulation on behalf of Infor. Violations of laws may result in criminal or civil liability for the company and for individuals. Such violations or even suspected violations may also subject Infor to serious reputational or financial harm. Any unlawful conduct will automatically be deemed a violation of our code.

If you have questions concerning a specific circumstance or you find yourself in a situation in which you believe a local law or regulation is in conflict with our code, you should contact Compliance & Ethics or the Legal Department before taking any action.

Conflicts of interest

A conflict of interest can arise when your personal interests, activities, or obligations—financial, familial, professional, political or otherwise—overlap with your work responsibilities. This can compromise or appear to compromise your ability to make or participate in business decisions and actions based on the best interests of Infor.

Our code requires Infor representatives to seek to avoid conflicts of interest, or even the appearance of a conflict of interest. If you believe you have a potential conflict of interest you should disclose it immediately to Compliance & Ethics or the Legal Department so that it can be properly addressed. Failure to disclose a potential conflict of interest is a violation of our code.

Examples of some common scenarios that could give rise to a conflict of interest include:

Employment and other activities

Infor representatives may not engage in any outside activity that encroaches on the time and attention required for their duties at Infor. In addition, Infor representatives may not imply Infor’s sponsorship or support of any outside activity that is not official Infor business, and under no circumstances are Infor representatives permitted to take for themselves or their family members business opportunities that are discovered or made available by virtue of their work at Infor.
Infor representatives may not perform services for or have a financial interest in any entity that is, or to their knowledge may become, a vendor, client or competitor of Infor unless such services are pre-approved in writing by the Global Chief Compliance & Ethics Officer. Infor representatives are also prohibited from taking part in any outside employment or directorships without the prior written approval of the Global Chief Compliance & Ethics Officer.

No Infor representatives may acquire securities of a customer, supplier, competitor or other party if ownership of the securities would be likely to affect adversely either the employee’s ability to exercise independent professional judgment on behalf of Infor or the quality of the representative’s work. Hiring, evaluation, advancement, and business decisions must be made based on the business interests of Infor and must be free from conflicts of interest, or other improper factors.

Civic, charitable and political activities

Infor sponsors a number of civic and charitable activities but Infor representatives are also encouraged to participate in civic, charitable and political activities of their own choosing so long as their participation does not encroach on the time and attention required for their duties at Infor. Such non-Infor sponsored activities are to be conducted in a manner that does not imply or otherwise create an appearance of Infor’s involvement or endorsement.

Inventions, books and publications

Infor representatives must receive written permission from the Chief Executive Officer, Global Chief Compliance & Ethics Officer and the General Counsel before developing or advising on, outside of Infor, any products, software, intellectual property, or services that may be related to Infor’s current or potential business.

Q

“My brother-in-law is joining an existing Infor vendor whose contract with Infor is up for renewal. As luck would have it, he’ll be taking over the Infor account and thinks he can offer the company additional discounts. I’ve used this vendor for years and have had nothing but positive experiences with it. There’s no conflict of interest here because I would have renewed the vendor’s contract in any case and I’m probably going to secure an additional discount. Right?”

A

Not necessarily. While your decision to renew Infor’s contract with this vendor may in fact be independent of your brother-in-law’s new position and it’s great that you may be able to secure an additional discount, it is possible that this sort of situation may appear from the outside to present a conflict of interest so it must be disclosed and cleared by the Global Chief Compliance & Ethics Officer. Even the appearance of a conflict of interest could create issues for Infor so it’s always best to err on the side of disclosing. Most conflicts of interest, if properly disclosed, can be cleared with proper safeguards.
Prohibition on corruption, bribery & other improper payments

Infor has a zero-tolerance policy with regard to corruption and bribery.

No Infor representative may, directly or indirectly, give, offer, promise or authorize the provision of a bribe or improper payment to anyone. A bribe can be anything of value—money, gifts, gratuities, rewards, meals, entertainment, favors, discounts, political and charitable contributions, offers of paid or unpaid employment, or any other advantage or benefit of any kind that the recipient may find valuable—intended to secure an improper advantage for Infor or to influence or reward the recipient for improperly carrying out their function or duty.

Infor representatives are also prohibited from directly or indirectly soliciting, demanding or accepting a bribe or improper payment from anyone. Moreover, Infor representatives are prohibited from using any third-party intermediary, such as an agent, contractor or family member, to offer, promise, pay, demand, solicit, or receive a bribe or other type of improper payment.

Any offer of or request for a bribe or improper payment must be reported immediately to the Global Chief Compliance & Ethics Officer and Infor’s General Counsel.

Facilitation or “grease” payments

Facilitation payments are usually small, unofficial payments to a government official to expedite or secure the performance of non-discretionary, routine government duties or functions, including:

- the issuance of a permit, license or other documents to qualify a person to do business;
- the processing of official documents, such as visas and work permits;
- the provision of services normally offered to the public, such as mail pick-up and delivery, telecommunication services and power and water supply; and
- the provision of services normally provided as required, such as police protection, loading and unloading of cargo, the protection of perishable products or commodities from deterioration or the scheduling of inspections related to contract performance or transit of goods.

Infor prohibits facilitation payments except in extremely limited circumstances, generally in response to an imminent threat to a person’s physical health or safety. If you think you need to make such a payment, written approval must be sought from the Global Chief Compliance & Ethics Officer. If circumstances do not allow for pre-approval, the payment must be reported to the Global Chief Compliance & Ethics Officer as soon as possible. Any such payments must be appropriately and accurately identified in the accounting records of Infor.
“I’ve heard that an Infor partner is starting to get a reputation in the market for providing extravagant gifts and entertainment to potential customers, some of whom include government officials. Should I act on these rumors, even if they’re unconfirmed and they don’t relate directly to Infor?”

Absolutely. Infor’s prohibition on bribery and corruption is strictly enforced and it is in everyone’s best interest to escalate any information you come across about potential misconduct in this area, whether it relates to Infor or one of its business partners. To be sure, Infor is potentially liable for third parties, including partners, who engage in misconduct while acting on the company’s behalf or in the course of conducting Infor-related business.

Dealings with government entities, state-owned enterprises & public officials

Infor’s prohibition on bribery and corrupt conduct certainly applies to any interactions Infor representatives have with public officials. Interactions with government entities and public officials are always sensitive and may require extra care to ensure that there is not even the appearance of corruption or impropriety.

Government entities and State-Owned Enterprises include, without limitation:

- Government agencies or departments;
- Public hospitals or medical facilities;
- State-owned or controlled utilities and telecommunications companies;
- National oil and gas companies;
- Law enforcement and military organizations; and
- State banks and state-owned investment vehicles, e.g. sovereign wealth funds

Public officials include, without limitation:

- Political parties or officials thereof, political candidates and elected or appointed representatives;
- Any officer, employee, or person acting in an official capacity for or on behalf of any government (including any department or instrumentality thereof) or governmental agency holding a legislative, administrative or judicial position at any level;
- A person who performs public duties or functions, including a person employed by a board, commission, corporation or other body or authority that is established to perform a duty or function on behalf of the government, or is performing such a duty or function; and
- Any officer, employee, or person acting in an official capacity for or on behalf of a public international organization (such as the World Bank)
Gifts & business courtesies

Gifts and business courtesies are a normal part of building and maintaining business relationships. However, this activity must always be within the bounds of the law and must not give the appearance of impropriety.

Gifts and business courtesies for government entities, state-owned enterprises and public officials

Employees of government entities and state-owned enterprises generally have to adhere to very strict requirements when it comes to accepting gifts and business courtesies. These requirements are rarely published and change often. For that reason, Infor’s general policy is that the company will not provide gifts or extend business courtesies to any third party who is employed by a government entity or state-owned enterprise or otherwise meets the definition of a public official. Limited exceptions may apply subject to pre-approval by Infor’s Global Chief Compliance & Ethics Officer.

Gifts

Infor does not prohibit the giving or receiving of gifts of nominal or token value to or from non-government suppliers and customers, provided that they are for a legitimate business purpose for Infor and (1) are not for the purpose of obtaining or retaining business or some other improper advantage for Infor; (2) are otherwise lawful and, to your knowledge, not prohibited by the recipient’s employer; (3) are given transparently and are appropriate in the circumstances, taking into account the type, value, and reason for the gift; and (4) would not be embarrassing to the business if its provision became public knowledge. Such gifts to non-government customers do not require pre-approval so long as they are valued below USD 300. Any gift valued at USD 300 or more requires pre-approval from the Global Chief Compliance & Ethics Officer. Gifts include, without limitation, material goods, as well as services, promotional premiums or other benefits. Gifts, rewards or awards that Infor may provide as part of formal or company-sponsored programs and initiatives are not covered by these pre-approval and reporting requirements.

Meals, entertainment, and travel

Infor does not prohibit reasonable expenditures for meals, entertainment and travel expenses in connection with Infor customer conferences and other promotional activities for non-government suppliers and customers if they are otherwise lawful. These expenditures should be included on expense reports, approved pursuant to Infor’s standard procedures, and properly accounted for in accordance with Infor policy.

Infor prohibits expenditures for activities that are inconsistent with the company’s values or that could cause harm to the company’s reputation or brand.
Sanctions, export controls & anti-boycott

All Infor representatives must comply with applicable restrictions placed on the export and re-export of U.S. products or components of products, goods, services and technical data. These restrictions apply to, among other things, certain technology and products, including specified computer software and technical goods and data.

Representatives are prohibited from discriminating against or refusing to do business with a country, its nationals, or companies that are the object of a boycott not sanctioned by the United States government.

Moreover, Infor representatives are prohibited from sharing information concerning Infor’s or any other person’s business relationships with a boycotted country or blacklisted company. If you receive a request to supply this type of information, take any action, or refrain from taking any action to further or support a boycott of a country, you should immediately contact the Global Chief Compliance & Ethics Officer or the Legal Department.

Antitrust & fair competition

All Infor representatives must conduct business in compliance with all applicable antitrust and fair competition laws, which generally prohibit activities that restrain free trade and limit competition.

These laws, which can vary globally, are intended to promote healthy competition in the market and to protect the interests of consumers. Generally, conduct that could give rise to a violation of some these laws includes but is not limited to agreements to control or fix prices, boycotting certain suppliers or customers, dividing up markets among competitors, or structuring the production or sale of products with an anti-competitive purpose.
Given how complex these laws are, you should always seek guidance from the Legal department if you have concerns about an agreement you have been asked to enter into or you observe other conduct that you think may have an impact on Infor’s ability to meet its commitment to conduct its business in full compliance with the law.

Q

“I am a sales rep. working in the IMEA region and I was just approached by an employee of an Iranian company who wants to do business with Infor. I understand that it may be unlawful for Infor to provide goods or services to a company in Iran, but I have a friend at a non-US company that provides similar services. Can I refer the Iranian company to the non-US entity?”

A

No. Under certain circumstances it may be unlawful for Infor to refer a sanctioned entity to a non-US company. Consult with Legal before taking any action with respect to an entity that may be subject to US sanctions. That includes entities that may be listed on the US Treasury’s list of Specially Designated Nationals or companies located in a sanctioned country or region.
**Anti-slavery & anti-human trafficking**

Infor is committed to supporting human rights and avoiding complicity in human rights violations. Violence, threatening behavior, unlawful child labor, forced labor, and/or human trafficking by any Infor representative or any third party wishing to do business with Infor will not be tolerated. Infor and all Infor representatives must at all times operate in compliance with applicable laws and regulations related to human trafficking and forced labor.

Infor has a variety of legal and regulatory obligations, some as a result of its government customers, which prohibits Infor and Infor representatives, and any third-party working on Infor’s behalf, from: (1) engaging in severe forms of trafficking; (2) procuring commercial sex acts; (3) using forced labor; (4) denying access in any way to an employee’s identity or immigration documents; (5) using misleading or fraudulent practices during the recruitment of employees or using recruiters that do not comply with local labor laws of the country in which the recruiting takes place; (6) charging employees recruitment fees; (7) failing to provide return transportation or pay for the cost of return transportation under certain employment arrangements; (8) providing or arranging housing that fails to meet the host country’s housing and safety standards; and (9) failing to provide an employment agreement as required by law. Infor and all Infor representatives must comply with these requirements at all times. Violations of these laws may result in termination of employment and/or contract. Infor is required to and will inform the U.S. government of any credible suspected violations of U.S. law in this area.

**Lobbying & political contributions**

Infor, as a company, may on occasion make contributions to political parties or committees or to individual politicians. Any such contributions must be made in accordance with applicable laws and must be reported to and pre-approved by the Global Chief Compliance & Ethics Officer or Infor’s General Counsel.

**Books & records**

Infor’s business records must be maintained completely and accurately. Infor representatives must accurately report and record all relevant business information. All transactions must take place in accordance with applicable management authorization and must be recorded in an appropriate manner. Infor representatives must reflect accurate and actual transactions that are in accordance with all applicable accounting and finance principles, policies, and practices. The use of false or misleading documents or information to support Infor’s transactions is strictly prohibited.
SECTION 3

TECHNOLOGY, INFORMATION SECURITY & PRIVACY

Protecting the privacy and securing the information of Infor representatives, customers and partners is a shared responsibility.

Handling of confidential & sensitive information

Infor has considerable assets in the form of proprietary information, whether tangible or intangible, and these assets are critical to the company’s competitive position. As such, Infor representatives should always be mindful of maintaining the confidentiality of information that they acquire by virtue of their relationship with Infor. This includes but is not limited to information concerning the company and its customers, suppliers and competitors and other Infor representatives.

In addition, Infor representatives must safeguard proprietary information, which includes information that is not generally known to the public and has commercial value to Infor’s business. Proprietary information can include business methods, analytical tools, software programs, source and object codes, trade secrets, ideas, techniques, inventions (whether patentable or not) and other information relating to economic analysis, designs, algorithms and research. It also includes, without limitation, information relating to marketing, pricing, and clients. Infor representatives are expected to be aware of restrictions regarding the dissemination of information they receive and ensure it is shared only with those who are authorized to receive it.

The obligation to preserve proprietary information continues even after employment ends. In addition to constituting a violation of our code, unauthorized use or distribution of proprietary information could also be illegal and result in civil or even criminal penalties.

Protection of customer data

Infor supports thousands of customers and often becomes a trusted custodian of their data. It is important that all Infor representatives understand that customer data may only be transferred, stored and processed in appropriately secured environments. The general-purpose Infor corporate environment, local lab environments and employee systems are not appropriate environments to store any sensitive customer data. This information must be placed into a secure environment explicitly approved to handle data.

The approval of the environment’s security controls should come from the Chief Information Security Officer, the Chief Privacy Officer and Business Innovation or Cloud Operations teams. These groups will insure the environments align to applicable regulatory and regional privacy requirements and guarantee that Infor is contractually protected prior to moving any customer data into those environments.
Use of Infor assets

Infor assets, including, without limitation, facilities, funds, materials, supplies, time, information, intellectual property, software, corporate opportunities and other assets owned or leased by Infor, or that are otherwise in Infor’s possession, may be used only for legitimate business purposes of Infor. Infor assets are not to be misappropriated, loaned to others, donated, sold or used for personal use, except for any activities that have been approved in writing by the Chief Executive Officer or the General Counsel in advance, or for personal usage that is minor in amount and reasonable. Infor representatives are to report any theft, suspected theft or misuse to the General Counsel. Further, no Infor representative should knowingly invoke a program or code that could damage Infor’s assets.

Social media use

Infor encourages its employees to become active providers of Infor’s robust social media content and—where appropriate—to share information about our products and services around the world. We encourage our representatives to become brand ambassadors, and we trust our representatives to follow our guidelines to make sure they and Infor are protected in any social media exchange. In addition to strictly following Infor’s Social Media Guidelines and Infor’s Disclosure Policy, Infor expects representatives to use their best judgment, and to exercise caution and thoughtfulness when using social media.

Monitoring & employee privacy

Please be advised that any expectation of privacy Infor representatives should have in any corporate office or when using corporate resources (including without limitation, email and other communication devices and company computers) shall be in line with the respective local laws.

Records creation & retention

All Infor representatives must create, retain and dispose of business records (both tangible and electronic) in compliance with Infor’s policies and applicable regulatory and legal requirements.

“**A customer has an urgent deadline and has asked me to modify some sensitive data for him to get beyond an error they encountered while using an Infor application. The person is unable to execute the needed scripts and has insisted that I do this by accepting the transfer of sensitive data within the Infor corporate environment, executing the scripts and returning the information to him. What should I do?”**

You must explain to the customer that the security of their data is paramount to Infor and you have no authority to violate Infor’s Code of Ethics and Conduct. Therefore, he must find a way to manipulate the data within their approved environments and not Infor’s. If the customer continues to make this demand, you should report the situation immediately.
SECTION 4

REPORTING OF VIOLATIONS & ADMINISTERING OUR CODE

Infor senior management has designated Infor’s Global Chief Compliance & Ethics Officer for the day-to-day implementation and administration of this code.

General policy regarding reports of violations

Infor representatives who observe, learn of, or, in good faith, suspect a violation of this code or other wrongdoing that affects Infor have an obligation to speak up and report the concern as soon as possible. Various methods of reporting are available, as listed below. Infor representatives should always feel comfortable discussing and reporting concerns without fear of reprisal. It is Infor policy that those who report violations or suspected violations in good faith will not be subject to retaliation of any kind. Reported violations will be investigated and addressed promptly and will be treated confidentially to the extent advisable. A violation of our code may result in disciplinary action, which may include termination of the Infor representative’s relationship with Infor.

1. Toll-free Hotline
   (Both U.S. and International Callers)

   English speaking USA and Canada: 844-581-8926
   All other countries: visit www.infor.ethicspoint.com click on “Report an Incident” button and access the country in which you reside in the “Report by Phone” area.

2. Internet & intranet

   To submit a question, or report a concern or a potential violation via the internet, visit www.infor.ethicspoint.com and follow the online instructions.

3. Mail or e-mail

   If you choose to report a concern in writing via the mail or electronic mail, the communication should be marked as “confidential and private.” If a reporting party wishes to discuss the matter orally, he or she should indicate this in the submission and include a telephone number at which he or she might be contacted if the Global Chief Compliance & Ethics Officer or General Counsel deem it appropriate.

How to report a concern or violation

Your manager is often the best place to start if you have a question or would like to report a concern. There are, however, a number of options available to you should you wish to contact Compliance & Ethics directly. A question, concern, or report may be submitted anonymously through Infor’s Compliance & Ethics Hotline web submission portal, or via the toll-free number to the company’s third-party managed Compliance & Ethics Hotline. It can also be submitted anonymously by regular mail, internal interoffice mail or delivered confidentially, in person to the company’s Global Chief Compliance & Ethics Officer or General Counsel.
How reports are investigated

Infor takes seriously all reported concerns and will investigate them as appropriate. Upon receipt of a report, Infor’s Global Chief Compliance & Ethics Officer, in consultation with the General Counsel and Human Resources, will make a determination, in his or her reasonable judgment, whether a reasonable basis exists for commencing an investigation.

Investigations into violation of our code will be independent and every effort will be made to maintain the confidentiality to the extent permissible under applicable law. Investigations may result in recommendations for corrective actions and/or disciplinary measures where appropriate.

Infor representatives are required to fully cooperate with any inquiry or investigation conducted by the company. If a member of Infor senior management is the subject of a report, such member will abstain from any involvement in the consideration, deliberation or decisions with respect to such report—this includes the Global Chief Compliance & Ethics Officer.

When reporting, regardless of whether you choose to remain anonymous, please remember that the more detailed information you provide the greater the likelihood of the company performing an effective and complete investigation. Thus, please consider providing where and when the incident occurred, names and titles of the individuals involved, and as much other detail as you feel comfortable providing.

Proactively preventing problems is part of Infor’s culture. Accordingly, the company urges employees and others to report potential improprieties without regard to the position or seniority of the individual(s) involved.
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**Disciplinary action**

Infor representatives who are found to have violated our code will be subject to discipline. The determination of the appropriate level discipline will be made by Infor management and subject to applicable local law. Such discipline may include, among other things, written notice to the Infor representative that Infor has determined that there has been a violation, censure by Infor, demotion or re-assignment, suspension with or without pay or benefits, or termination of the Infor representative’s relationship with Infor.

Records of all violations of this code and the disciplinary action taken will be maintained by the Global Chief Compliance & Ethics Officer and will be placed in the Infor representative’s personnel file.

Infor will notify and cooperate with the law enforcement or other governmental authorities regarding acts of Infor representatives involving violations of law. In addition, some violations may result in Infor bringing legal action against employees or former employees to defend its rights vigorously.

**Our code is not a contract**

Our code does not create a contractual agreement or obligation of the company to any individual, nor does it create an employment relationship with any third-party agents, contractors or other non-employees. Our code does not prohibit Infor from terminating the employee relationship, subject to local laws or a written contract signed by a duly authorized officer of the company.

**Approval & amendment of our code**

Our code has been approved and adopted by Infor management. Infor is committed to reviewing and updating its policies and procedures on a continuing basis. Therefore, our code may be revised, changed or amended at any time without notice.